
 
 

 American Institute of Certified Public Accountants Award to Dr. Peter Hughes 
as 2010 Outstanding CPA of the Year for Local Government 
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INFORMATION TECHNOLOGY AUDIT: 

DISTRICT ATTORNEY 

COMPUTER GENERAL CONTROLS 
 

As of May 31, 2012

 
 

 
 
 
 

AUDIT NO: 1143
REPORT DATE: APRIL 29, 2013

 
 

Director: Dr. Peter Hughes, MBA, CPA, CITP 
Senior Audit Manager: Michael Goodwin, CPA, CIA 

IT Audit Manager: Wilson Crider, CPA, CISA 
 

We audited selected computer general controls over the administration and use 
of the District Attorney’s (DA) computing resources by reviewing applicable 
policies and procedures and conducting interviews with IT management.   
 
Based on the audit, IT general controls were found adequate, including:  
 

1)   Adequate security-related policies and procedures have been developed 
including security awareness and other security-related personnel policies 
and information security weaknesses have been effectively remediated;  

2)  Adequate user access and physical access general controls policies and 
procedures were present to provide reasonable assurance that computer 
resources are protected from unauthorized personnel; 

3)  Adequate configuration management policies and procedures, including 
change management, have been developed; 

4)   Adequate segregation of duties exists within the IT function; and 
5)  Adequate policies and procedures for disaster recovery/business continuity 

have been substantially developed to help mitigate service interruptions and 
protect computing resources from environmental hazards.   

 
Our audit identified one (1) Control Finding regarding business continuity plan 
documentation.   
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